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	Content
	Description

	1 Purpose
	The Offeror should describe the purpose of the Commonwealth Computing Procedures Manual.  This section should address who should use the Manual, how the Manual is organized, how the initial version and updates will be distributed, version control procedures for the Manual, when updates will occur, and procedures for authorizing and implementing updates.  It is intended that the structure of the Manual will require that the individual compliance requirements and business rules of each participating Commonwealth Customer are separately identified where applicable for each section or component part of the Manual.

	Organizational Overview
	

	1. Offeror Governance Organization
	Include organization charts, description of functions performed, contact information.

	2. Offeror Management and Delivery Organization
	Include organization charts, description of functions performed, contact information.

	3. Key Contacts - Offeror 
	A list of contacts that are key users of the Services and/or perform a liaison function in regard to the Services (by Commonwealth and Commonwealth Agencies, by location).

	4. Key Contacts – Third Parties
	A list of key Third Parties (maintenance providers, software providers, telecom carriers, etc).

	Transition and Support Activities and Responsibilities
	

	5. Overall Management and Reporting Process
	A description of Offeror management structure, reporting, and review process associated with Transition Services and Transformation Services.

	6. Critical Deliverables and Milestones
	A list of Critical Deliverables, milestones and timeline for the Transition Services and Transformation Services periods.

	7. Interim Performance Management Procedures
	A description of interim procedures to monitor and coordinate Service delivery, including Problem Management, Change Management, Service Level monitoring and reporting, physical and Logical Security, project management, work authorization, etc.

A description of the responsibilities of both Parties.

	8. Interim Financial Management Procedures
	A description of interim procedures for invoicing, invoice verification, charge back to the Commonwealth Customers, determining Resource Unit volume by Service Component, asset management, asset transfers, forecasting,  Commonwealth Customer support, etc.

A description of the responsibilities of both Parties.

	9. Interim Contract Management Procedures
	A description of interim procedures for managing and administering the Agreement including proposed changes to the Agreement, interpretation procedures, issue-escalation process, and disputes.

A description of the responsibilities of both Parties.

	10. Other Transition and Support Procedures and Responsibilities
	Any other pertinent procedures and responsibilities.

	IT Service Management Procedures
	

	11. Service Desk
	The facilities, associated technologies, and fully trained staff who respond to Calls, coordinate all Incident Management, Problem Management and Request Management activities, and act as a single point of contact for Authorized Users in regard to the Services.

	12. Incident Management
	The use of people, processes and technology with the primary goal to restore normal Service operations as quickly as possible and minimize the adverse impact on business operations, thus ensuring that the best achievable levels of service quality and availability are maintained.

	13. Problem Management
	The process, software, techniques and procedures that aid in identification, tracking, communication, and resolution of Problems arising in Customer’s IT Environment, and resolving those Problems arising from or related to the Services.  The goal of Problem Management is to minimize the adverse impact of Incidents and Problems on the business that are caused by errors within the IT infrastructure, and to prevent recurrence of Incidents related to these errors.  In order to achieve this goal, Problem Management seeks to get to the root cause of Incidents and then initiate actions to improve or correct the situation.

	14. Change Management
	The processes relating to planning and performing all changes in IT environment pertaining to the Services, including changes to individual components and coordination of changes across all components.  The Change Management processes will support and include checkpoints to determine any potential or required Change Control Procedures and includes a process of controlling changes to the infrastructure or any aspect of Services, in a controlled manner, enabling approved changes with minimum disruption.

	15. Configuration Management
	The process of identifying and defining CIs in a system, recording and reporting the status of CIs and RFCs, and verifying the completeness and correctness of the CIs.

The following data fields are required as a minimum for Asset/Configuration Management (any number of these may require that auditing be enabled.):

Physical Attributes
Logical Attributes
CI Name
System Role
Serial Number
Primary Capability
Commonwealth  Asset Tag
Capability
Owner
Complexity
Ownership Type
Priority
Funding Source
Storage  (currently TPC tool)
Purchase Date
24 x 7 Access
Life Cycle Dates
OS Billing Platform
Status
Operating System (OS)
Physical Location
OS Version
Region
OS Manufacturer
Product Name
Last Scan Date
CI Type
Audit Report
Model/Version
Relationships
Manufacturer
Applications
Supplier Name
Application SW Info
Tier
Disaster Recovery Priority
Asset Classification
Customer Project Identification
Drivers and Version Numbers
Date of Last Inventory
Service Pack 
Network Protocol
Assigned IP Address(s)
DNS Host Name
Domain
Physical or Virtual Identifier
Funding Source
Memory allocated
Installation date
Related CIs


	16. Release Management
	The process responsible for planning, scheduling and controlling the movement of Releases to Test and Live Environments.  The primary objective of Release Management is to ensure that the integrity of the Live Environment is protected and that the correct Components are released.  Release Management works closely with Configuration Management and Change Management.

	17. Request Management and Fulfillment
	The process responsible for managing the lifecycle of all Service Requests.

	18. Availability Management
	The process responsible for defining, analyzing, Planning, measuring and improving all aspects of the Availability of IT services.  Availability Management is responsible for ensuring that all IT Infrastructure, Processes, tools, roles etc. are appropriate for the agreed Service Level targets for Availability.

	19. Capacity Management
	The process responsible for ensuring that the Capacity of IT
Services and the IT Infrastructure are able to deliver agreed Service Level targets in a cost effective and timely manner.  Capacity Management considers all Resources required to deliver the IT Service, and plans for short, medium and long term business requirements.

	20. Service Level Management (SLM)
	The process responsible for negotiating SLAs, and ensuring that these are met.  SLM is responsible for ensuring that all IT Service Management Processes, OLAs, and Underpinning Contracts, are appropriate for the agreed Service Level targets.  SLM monitors and reports on Service Levels, facilitates Service Delivery Failure actions with the appropriate Governance Committee and holds regular Commonwealth Customer reviews.  

	21. IT Service Continuity Management (ITSCM)
	The process responsible for managing risks that could seriously impact IT Services.  ITSCM ensures that the IT Offeror can
Always provide minimum agreed Service Levels, by reducing the risk to an acceptable level and Planning for the recovery of IT Services.  ITSCM should be designed to support Business Continuity Management.

	22. IT Financial Management
	The process responsible for managing the Budgeting, Accounting, Invoicing and Chargeback requirements).

	23. Information Security Management
	The process that ensures the confidentiality, integrity and
Availability of an organization’s Assets, information, data and IT Services.  Information Security Management usually has a wider scope than the Offeror.  It normally includes handling of paper, building access, phone calls etc., for the entire organization.

	24. Project Management and Support
	Project Management and Support will align projects to Commonwealth requirements and deliver projects from request through end-to-end solutioning including turnover to the Commonwealth Customers and validation that project requirements were met in terms of timing, quality, and cost.  

	25. Service Catalog
	A database or structured Document with information about select Services, including those available for Deployment.  The Service Catalog is the only part of the Service portfolio published to Commonwealth Customers, and is used to support the request and delivery of select Services.  The Service Catalog may include information about Deliverables, prices, contact points, ordering and request processes.

	Financial Management Procedures
	

	26. Invoicing
	The Offeror should describe procedures for invoicing.

The content should include procedures for calculating Resource Unit volumes for pricing (per Service Component, as applicable), invoicing of Projects, etc.

The content should include procedures regarding disputed invoice amounts.

	27. Chargeback
	The Offeror should describe procedures for charge back of costs related to the Services and the overall Agreement to the Commonwealth Customers (to include responsibilities and support by both the Offeror and the Commonwealth).

	28. Budgeting
	The Offeror should describe how it would assist the Commonwealth with the annual budgeting cycle.  Process should include estimation of Resource Unit volumes (by Service Component and Commonwealth Customer as appropriate), potential Projects, review cycle, etc.

The content should include the responsibilities of Offeror, the Commonwealth, and Commonwealth Agencies.

	29. Forecasting
	The Offeror should describe procedures for forecasting cost versus budget.

	30. Procurement
	The Offeror should describe procedures for procurement Services (where Offeror performs procurement on behalf of the Commonwealth, as applicable).

The content should include responsibilities and process for both the Commonwealth staff and Offeror.

	31. Service Level Credits and Earnback
	The Offeror should describe procedures for calculating Service Level Credits on invoices and Earnback calculations.

	Contract Management Procedures
	

	32. Contract Change Control
	The Offeror should describe procedures regarding changes to the Agreement, including changes to any Exhibit or Attachment.

Content should include procedures to classify services as a New Service, and resulting process to change the Agreement (including pricing).

Content should include notification period and process, authority levels, and escalation procedures for changes to the Agreement.

	33. Reporting
	The Offeror should describe procedures and activities regarding key standard Reports and requests for ad hoc reports from the Commonwealth and The Commonwealth Agencies.

	34. New Service Levels
	The Offeror should describe procedures for determining new Service Levels (based on continuous improvement and/or Commonwealth request).

	35. Benchmarking
	The Offeror should describe procedures for Benchmarking exercises, including determination and agreement of benchmark firm, sample peer group and process used for benchmark, payment for benchmark, review of results, and potential outcome.

Content should include dispute resolution process.

	36. Auditing
	The Offeror should describe procedures for operational and/or financial audits (as required by the Commonwealth auditing and/or regulatory agencies).

The Offeror should describe notification process and procedures to resolve audit findings.

	37. Offeror Key Personnel and Subcontractors
	The Offeror should describe procedures for Commonwealth approval regarding replacement or removal of Offeror Key Personnel and major Subcontractors to Offeror.

	38. Dispute Resolution
	The Offeror should describe procedures regarding formal dispute resolution process.  

	Relationship Management Procedures
	

	39. Customer Satisfaction Surveys
	The Offeror should describe the process to be used for conducting customer satisfaction surveys.

Content should include procedures regarding action items and attempts to resolve customer issues.

	40. Commonwealth Agencies
	The Offeror should describe procedures and responsibilities regarding the relationship between the Commonwealth, the Commonwealth Agencies and the Offeror.

Content should include procedures regarding communication and coordination regarding work requests, Service delivery issues, budgeting and financial issues, etc.

	41. Authorized Users
	The Offeror should describe procedures and responsibilities regarding responding to Authorized Users (including listing of Authorized Users) problems, requests, and questions.

	42. Third Party Vendors
	Offeror to describe procedures for relationship regarding Third Party Vendors which may provide services, Equipment, and/or Software that are ancillary to (or support) the overall delivery of Services.

Procedures and coordination with key Third Party Vendors should be documented.

	43. Other Third Parties
	The Offeror should describe procedures for any other contact or requests from other Third Parties in regard to the Agreement.

	Offeror Operational Procedures
	

	44. Operating Level Agreements (OLA)
	OLAs are internal “back-to-back” agreements that define how two different Service Component Providers will work together to support the delivery of defined IT Services to the Commonwealth and Commonwealth agencies.  The OLAs will define how Service Component Providers will work together to meet the Service Requirements documented in SOWs and Service Level Requirements documented in formal SLAs for the DCS initiative.  The OLAs are a set of operational processes that supplements the IT Service Management section of the Commonwealth Computing Procedures Manual providing the second level detail required for individual Service Components to interoperate.  Simply stated, the OLA “bolts” multiple Service Components together operationally.


	45. Operational Procedures (by Service Component, as applicable)
	The Offeror should describe the activities that the Offeror proposes to undertake in order to provide the Services, including those directions, supervision, monitoring, staffing, reporting, Planning and oversight activities normally undertaken by the Offeror which shall be consistent with those Offeror activities used to provide services similar to the Services.

	46. Service Responsibility Matrix (SRM)
	A map of the Functional Service Areas which potentially overlap Offeror responsibility and Commonwealth responsibility required to deliver business solutions to the business units.  A Service Responsibility Matrix will be developed for each such area to delineate which party is responsible for performing select service elements and/or providing assistance or input.

	The Commonwealth Customer Operations Manuals
	

	47. Individual Commonwealth Customer Operations Manual
	The Commonwealth Computing Procedures Manual will also contain specific sections dedicated to operational procedures for Services provided to individual The Commonwealth Customers (each a “The Commonwealth Customer Operations Manual”).  Each The Commonwealth Customer Operations Manual will address unique operational requirements of the respective The Commonwealth Customer, including operational areas such as the following:
· Runbooks
· Data safeguarding, use and release restrictions
· Data security policies
· Disaster Recovery requirements
· Notification levels and procedures (e.g. problems and initial Severity Level procedures)
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